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ABSTRACT
In the 3.5GHz Citizens Broadband Radio Service (CBRS),
100MHz of spectrum will be shared between commercial
users and federal incumbents. Dynamic use of the band re-
lies on a network of sensors dedicated to detecting the pres-
ence of federal incumbent signals and triggering protection
mechanisms when necessary. This paper uses field-measured
waveforms of incumbent signals in and adjacent to the band to
evaluate the performance of matched-filter detectors for these
sensors. We find that the proposed detectors exceed the re-
quirements for performance in the presence of co-channel in-
terference from commercial long term evolution (LTE) sig-
nals, meaning that more commercial devices can use the band
in the proximity of sensors. Furthermore, the detectors are
robust to out-of-band emissions into this band from adjacent-
band radars, which prior studies have found can be significant.

Index Terms— 3.5 GHz, CBRS, detection, environmen-
tal sensing capability, radar

1. INTRODUCTION

The CBRS in the U.S. permits commercial broadband ac-
cess to the radio frequency spectrum between 3550MHz and
3700MHz on a shared basis with incumbents in the band [1].
Among the incumbents is the U.S. military which operates
radar systems in this band, including shipborne radar off the
U.S. coasts. The CBRS rules permit dynamic access to the
band in the proximity of military radar provided a sensor net-
work detects the presence of incumbent radar and triggers in-
terference mitigation measures when necessary. The scope of
this study is on the achievable detection performance of this
sensor network.

In order to operate in the CBRS ecosystem, sensors must
be certified to meet specific requirements. Among these re-
quirements is the ability to detect the in-band incumbent radar
signal at a minimum received power density of−89 dBm (dB
relative to 1mW)/MHz [2], within 60 seconds of onset, and
with a probability of detection of 99% or better [3].1 With
this minimum required power density, the detection is clearly

1Government requirements do not specify a maximum probability of false
alarm, although this figure of merit is naturally of interest to commercial
users.

Fig. 1: Spectrograms (dBm) of measured in-band incumbent
radar [5].

not thermal-noise-limited, as the detection threshold is 25 dB
above the thermal noise floor. The challenge for detection is
presented, rather, by co-channel interference.

There are two primary sources of co-channel interference
at the sensor’s receiver. First, by design, the band is shared
with commercial systems. Therefore, sensors must be able
to detect the incumbent signal in channels occupied by com-
mercial systems. These systems are expected to be fourth-
generation LTE systems, at least initially. However, the emis-
sions of commercial systems operating in the band can, in
principle, be controlled by treating the sensors as protected
entities in the CBRS system.

The second, more challenging, source of interference is
the out-of-band emissions of systems operating in adjacent
bands. These systems are also military radars, operate at
frequencies below the CBRS band, and have been observed
to generate significant emissions into the CBRS band [4, 5].
Fig. 1 shows the first 30 s of two spectrograms of the mea-
sured in-band SPN-43 radar present at 3570MHz, one with
and one without adjacent-band emissions.

This paper is a study of the performance of a class of de-
tectors, namely matched-filter detectors, matched to the cur-
rent in-band radar system and under realistic conditions of
co-channel interference. This study leverages actual wave-
form recordings of both the in-band radar and the out-of-band
emissions of adjacent-band radars collected in field measure-
ments conducted at two U.S. coastal locations [4, 5]. We
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present the achievable tradeoff between detection and false-
alarm rates under different interference conditions for two
variants of the matched filter (MF) detector, coherent and non-
coherent. While this study is limited to detection of the cur-
rent in-band radar, SPN-43, a similar analysis can be per-
formed for future radars deployed in this band.

Detection by CBRS sensors differs from traditional radar
detection primarily because the sensor aims to identify the
presence of a radar signal rather than detecting and tracking
a target. Additionally, unlike a typical radar receiver that has
full access to the radar waveform, the sensor has only par-
tial knowledge of radar waveform parameters. However, ele-
ments of classical radar detection can still be utilized. In par-
ticular, we use coherent and non-coherent MF detectors [6].
A comparable problem to the detection of incumbent radar
in the 3.5GHz band is the protection of radars in the 5GHz
band, namely, dynamic frequency selection (DFS) in wireless
access systems. DFS systems must avoid, or vacate, a channel
identified as being occupied by the radar. However, the detec-
tion requirement is more relaxed than in CBRS; for instance,
the detection threshold for the lower-power wireless devices
is −62 dBm/18MHz [7]. Furthermore, it is not clear that
adjacent-band emissions are as much an issue as in CBRS.

2. SIGNAL MODEL

The 3.5GHz CBRS band provides access to a total of
150MHz bandwidth divided into 10 MHz channels. A sen-
sor is required to detect the presence of in-band radar in any
channel of the lower 100MHz of the band, and multiple
radar signals may be present in different channels. A capable
sensor can simultaneously or sequentially acquire the signal
from all channels in order to identify the possible presence of
incumbent radar signals. Alternatively, a sensor may employ
multiple detectors in parallel, for instance, one per channel.

Therefore, we simplify the signal model by assuming a
single channel which may or may not be occupied by the in-
cumbent in-band radar signal. In addition, we consider three
types of noise: gaussian thermal noise, co-channel commer-
cial LTE emissions, or adjacent-band radar emissions. The
simplified model of the received baseband signal, then, is

x[n] = s[n] + v[n],

where s is the in-band radar signal whose presence we are
trying to detect, and v is either complex white gaussian noise
(CWGN), an LTE signal, or emissions from an adjacent-band
radar.

3. INCUMBENT RADAR DETECTION

The statistical hypothesis testing for a single radar signal de-
tection is {

H0 : x[n] = v[n],

H1 : x[n] = s[n] + v[n].

If no interference is present, and s[n] is known, the problem
becomes the classical detection of a known complex deter-
ministic signal in CWGN [8]. The optimal detector for this
case is a MF (or equivalently, a replica correlator). A true MF
detector requires perfect knowledge of the signal. We assume
the pulse repetition interval and pulse duration are approxi-
mately known based on prior observation [4, 5]. Other param-
eters of the radar signal are simply unknown. For instance,
neither the frequency nor the phase information is known a
priori. Obviously, disregarding the phase information for the
coherent detector will degrade the performance. However, the
issue of not knowing the center frequency of the radar signal
can be resolved by implementing a bank of MFs over the en-
tire baseband. Prior observations [4, 5, 9] indicate that these
radars typically operate on a 10MHz grid.

Let ŝ(t) be a template for the incumbent radar signal, de-
fined as

ŝ(t) = exp(j2πf0t)p(t),

where f0 is the center frequency of the template in the base-
band, and p(t) is a train of rectangular pulses. If the number
of pulses in p(t) is equal to L, then

p(t) =

{
1, t ∈ [`Tpr, `Tpr + Tpw], ` = 0, 1, . . . L− 1

0, otherwise,
where Tpw is the pulse width, and Tpr is the pulse repetition
interval in seconds. Let ŝ[n] be the sampled version of ŝ(t).
The impulse response of the MF is h[n] = ŝ∗[−n]. The out-
put of the MF is given by the convolution x[n]~h[n]. Alterna-
tively, the same result can be obtained from the deterministic
cross-correlation given by

rxs[m] =

∞∑
n=−∞

x[n]ŝ∗[n+m],−∞ < m <∞.

In practice we compute rxs[m] for the lag values m =
0,±1,±2, . . . ,±(N − 1), where N is the number of samples
of x[n]. Let test statistic of the detector T {rxs[m]} be a
function of the output of the cross-correlator. The decision
rule is given by

T {rxs[m]}
H1

≷
H0

γ,

where γ is the detection threshold for the MF. The probability
of detection and the probability of false alarm are given by

PD = Pr (T {rxs[m]} > γ | H1) ,

PFA = Pr (T {rxs[m]} > γ | H0) ,

respectively. It is straightforward to calculate closed forms of
these probabilities for a known signal in white gaussian noise
(WGN) [6, 8]. However, we use empirical methods to esti-
mate these probabilities since we do not have full knowledge
of the signal, and the interference is not WGN.

4. PERFORMANCE ANALYSIS

We test two types of MF detectors. The first type is coher-
ent MF. The input to the filter for this type is the complex
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signal, and thus we label it complex correlator (CC). For the
second type, non-coherent MF, the input to the MF is the sig-
nal stripped of its phase, i.e., |x[n]|. We label this filter as
magnitude correlator (MC). The test statistic for CC is the
maximum value of |rxs[m]| over all values ofm. The MC, on
the other hand, benefits from a different test statistic. Specif-
ically, T {rxs[m]} is the sum of the magnitudes of L pulses
from the output of the correlator. The sum is computed by
aligning the pulses at the output of the filter.

Field-measured signals of shipborne radar are used in the
simulation for both in-band and adjacent-band radar signals.
These waveforms were originally 60 s in duration, sampled
at 225MHz. We first decimate these waveform files to a
25MHz sampling rate. For the in-band radar waveforms, we
shift the signals so that they are centered at zero baseband fre-
quency. A large set of waveform files with strong in-band and
adjacent-band radar signals is selected for simulations. For
each in-band radar waveform file, (8 to 15) segments are ex-
tracted for simulation. Each segment is 20ms long, which is
approximately the time it takes for the main beam of the radar
antenna to illuminate the detector as the radar antenna rotates
in the azimuth plane. The radar segments, in addition to the
interference signals, are further filtered and downsampled to
2MHz in order to reduce the computational time of the MF. A
total of 16 000 different radar segments with SNR higher than
30 dB of the in-band radar signals are used for performance
evaluation. Each evaluation consists of simulating both radar
present and radar absent cases.

We choose a MF template of 10ms. Since the signal is
20ms in duration, the template is padded with zeros for the
difference in time length. Based on the analysis provided
in [4, 5], we set Tpr = 1ms , and Tpw = 1 µs, i.e., L = 10.
We define SNR as the peak power of the radar signal to the
average noise power in 1MHz. However, since the 20ms
segments includes 20 pulses of the radar signal, we use the
average of the peak power of these pulses for the SNR and
peak power settings. Although the original waveform cap-
tures include noise, its effect is ignored since the waveforms
have high SNR values. However, the waveform captures in-
clude channel fading effect. The in-band radar signals are
added to either WGN, LTE, or adjacent-band interference to
generate realistic scenarios similar to what an actual sensor
will observe. Radar signal power levels are adjusted to the
desired SNR or desired radar peak power values.

4.1. Ideal signal detection in WGN

We first evaluate the detection performance when an actual
radar signal extracted from field measurements is used as the
template. The same template is then used as a signal after
corrupting it with WGN and delaying it with a random time
delay at each iteration of the simulation. Fig. 2 shows the
achievable receiver operating characteristic (ROC) curves for
this case. As expected, CC performs better than MC for this
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Fig. 2: Measured signal as template; signal with added WGN.
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Fig. 3: Synthetic template; signal with added WGN.

case since the template contains the original phase informa-
tion and the coherent detector performs to its fullest. In prac-
tice, a sensor will not have a priori access to the actual signal
for use as the template. Therefore, this example demonstrates
the best-case detection performance of a sensor.

4.2. Signal detection in WGN with synthetic template

For a realistic detection case, we use a synthetically gener-
ated pulse template. We use all 16 000 radar signal segments
in the detection performance evaluation. The signals were
corrupted with noise with a fixed power level, and the radar
signal amplitudes were adjusted for specific SNR values. The
threshold values were estimated from the cumulative distri-
bution function (CDF) of the noise for a given set of PFA

values. Fig. 3 shows the ROC curves for both CC and MC
detectors. Clearly, MC performs better than CC due to un-
matched phase between CC template and the radar signal. In
addition, the difference between the performance of the per-
fectly matched filter, i.e., the CC detector in Fig. 2, and the
MC detector in Fig. 3 is approximately 2 dB in SNR, which
represents the loss from using the synthetic template instead
of a perfectly matched detector.
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Table 1: LTE TDD configurations
TDD uplink/downlink configuration 0 1 2 3 4 5 6
Modulation and coding scheme index uplink/downlink2 6/6 12/12 24/12 14/16 4/12 5/16 24/6
Number of physical resource block uplink/downlink3 50/15 50/50 25/50 50/50 15/50 6/50 50/6
Downlink to uplink power ratio dB 0 1 2 3 0 1 2
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Fig. 4: Synthetic template; signal with LTE interference.

4.3. Detection in LTE interference

We subject the detectors to a single interfering LTE time di-
vision duplex (TDD) signal, representing a nearby dominant
interferer. The LTE signals are set to be co-channel with the
in-band radar signals. LTE TDD waveforms are generated
with commercial software. At each iteration of the simula-
tion, the LTE frame structure is randomly selected from the
7 TDD configurations in Table 1. Each configuration defines
which subframes are utilized for downlink and for uplink. For
each TDD configuration, we configure the LTE waveforms as
shown in the table. The peak power of the radar signals is set
at the required detection threshold of −89 dBm/MHz. Fig. 4
shows the ROC curves for multiple values of received LTE
average power per 1MHz.

Note that sensors are required to tolerate only−109 dBm/
MHz of aggregate commercial emissions [2]. These results
indicate, therefore, that the MC detector can tolerate 10 dB
more commercial interference than required.

4.4. Detection in adjacent-band interference

For this case, measured adjacent-band signals are added to
the in-band radar signals. The SNR for the in-band radar is
set to 19 dB. The generated waveforms are similar to the in-
band radar with adjacent-band emissions shown in Fig. 1, but
the power levels of the in-band and adjacent-band signals are
set separately. We first extract strong adjacent-band bursts
from the field-measured waveforms. We divide these emis-
sions into three sets based on the peak interference to noise
ratio (INR). The >30 dB set has a median INR of 34 dB and
a maximum INR of 72 dB.

2Table 7.1.7.1-1 [10]
3Table 7.1.7.2.1-1 [10]
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Fig. 5: Synthetic template; signal with measured adjacent-
band radar emissions.

Fig. 5 shows ROC curves for multiple interference levels.
We observe that, even with adjacent-band emissions at peak
INR levels of 20 dB to 30 dB, the MC detector can achieve
near perfect detection with a false alarm probability of only
10−3. However, at higher interference levels, the false alarm
rate increases to 40%.

5. CONCLUSION

We presented an analysis of federal incumbent detectors
for the 3.5GHz shared-spectrum CBRS band using field-
measured signals of the in-band incumbent radar as well as
of adjacent-band emissions into this band, which prior stud-
ies have shown to be significant. While coherent detection
is shown to be superior with known signals in WGN as ex-
pected, a practical magnitude-correlator detector outperforms
the coherent detector in the absence of phase information of
the in-band radar. The magnitude detector performs well at
a peak SNR of 5 dB in gaussian noise, but with interference
from commercial CBRS (LTE) devices, a peak SIR of 10 dB
is needed, suggesting that a single, dominant LTE signal is
not well modeled by gaussian noise. Nevertheless, the de-
tector’s performance exceeds current requirements, meaning
that more commercial devices can use the band in the prox-
imity of sensors. Finally, the MC detector is quite robust to
adjacent-band emissions having peak INR levels as high as
20 dB to 30 dB.

In ongoing work, we are examining the effectiveness of
machine-learning algorithms for detection of the incumbent
radar in the presence of commercial LTE and adjacent-band
emissions. While this study focused on detection of the cur-
rent radar in the band, future work may address the detection
of future radars entering this band.
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